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1. BACKGROUND
The purpose of data standards is to facilitate data sharing and increase interoperability among information systems.  ISO, the International Organization for Standardization, defines standards as "documented agreements containing technical specifications or other precise criteria to be used consistently as rules, guidelines, or definitions of characteristics, to ensure that materials, products, procedures, and services are fit for their purpose."  Further, "standards contribute to making life simpler, and to increasing the reliability and effectiveness of the goods and services we use." 

The U.S. Department of the Interior Data Reference Model (DOI DRM) development is iterative and contains the set of data standards for DOI that not only serves the Department as a whole, but also considers adoption of standards of other International, National, Federal, State, Local, and commercial agencies.  The DOI DRM data standards are in various stages of maturity and are part of an overall Data Architecture, which in turn is part of the overall DOI Enterprise Architecture.  
2. THE DOI DATA REFERENCE MODEL
The DOI DRM contains the “core” set of data standards on which the DOI will build its Data Architecture.  The DOI DRM is developed using the procedures and processes of the emerging DOI Data Resource Management Program.  The DOI DRM is a ‘living’ model and contains standards that will no doubt eventually change, or disappear altogether depending on the business requirements for the data.   

The DOI DRM contains data standards that are focused on a small set of business functional data.  Individual Bureaus and Agencies will undoubtedly develop extensions to this to reflect their unique data requirements.  The DOI DRM can be expected to evolve as the DOI Enterprise Architecture Program continues to mature and become part of the culture of DOI.  To this end, the DOI DRM is the result of incremental data analysis activities tied to business requirements that have taken place since June 2003.  

The basic format of the DOI DRM is a data model.  A data model is the representation of data in a formalized format, using a formalized method.  It exists in two primary parts: a diagram representation and a metadata representation.

The diagram representation has been developed using a particular method known as IDEF1X.  The IDEF1X method uses boxes to represent major concepts, such as BUILDING, BUDGET, COUNTRY, RECREATION-AREA, etc.  Detailed characteristics of these concepts are represented as attributes or data elements inside these boxes.
Metadata consist of additional information that further describes the concepts and the attributes.  This would include definitions for each concept, field lengths, and data type - to name a few.  Metadata also include lists of valid values for each attribute.

The DOI DRM is a conceptual, not a physical, data model.  This means that its primary purpose is to specify single-concept data requirements, formalizing both meaning and relationships of data.  Thus, it provides a conceptual view of how information is organized, rather than a description of how the data are actually stored in a real database implementation.  The DOI DRM facilitates interoperability of systems and exchange of data among the Bureaus and Agencies, since exchanging information in a way that preserves meaning and relationships is the basic requirement for interoperability.  

3. IMPLEMENTING THE DOI DRM
The DOI DRM does not select the technology or other features of a physical implementation.  Thus, implementers are free to choose from among the DOI preferred standards as described by the Technical Reference Model (TRM) of the DOI Enterprise Architecture.  This flexibility allows for preferred standards to be prescribed for relational, object-oriented, or other forms of a database and to develop or acquire specialized systems and applications that create and manage their data.  Further, implementers are free to denormalize data structures (e.g., combine tables of subtypes or make use of joined tables) for reasons such as improved performance.  By designing physical databases in logical conformance to the DOI DRM, however, developers and managers can improve interoperability of Department and Bureau systems, increase the exchange of data, and enhance the possibility of reuse of data within, throughout, and across Departments and other agencies.

While the DOI DRM is not considered a physical data model for direct implementation as the physical schema of an architecture database, the DOI DRM will provide a common set of implementation details required for creating a physical schema.  The DOI DRM is not yet complete in this area in its current state of maturity, mainly due to needed validation and vetting by the emerging Data Steward community.  

In future releases, almost all of the implementation details will have been approved as part of the data standards derived from the DOI DRM in the form of information exchange packages.  The implementation details of an information exchange package based on the DOI DRM will include the following:  access names that can be used as “table” names and “column” names for data elements, field lengths and data type(s), units of measure, number of decimal places for fixed-point numeric values, and domain values with definitions for all coded attributes.  The DOI DRM includes recommended XML tags, which will be controlled as the central XML specification (including XSD) in the data repository.

4. HOW THE DOI DRM IS ORGANIZED
The files on this website represent the content of the current version of the DOI DRM. 

a. BUSINESS FUNCTIONAL AREA MODEL VIEWS
Due to the size and complexity of the DOI DRM and in order to better present and maintain the current and future DOI DRM, the model has thus far been divided into Business Functional Area Views plus an additional Data Resource Management view.   Each Business Functional Area View includes the model diagram as well as entity and attribute metadata required for full documentation in accordance with the metadata standards of the DOI Data Resource Management Program.  


Each Business Functional Area View portrays the DOI DRM in a way that is meaningful for validation and data element standardization.  These Business Functional Areas translate to subject areas in the data modeling tool.  The DOI standard for viewing and working with this type of model is the Popkin System Architect tool.  Therefore, these models are also being placed in the DOI Enterprise Architecture Repository (DEAR) for convenience of access to the DOI community as a whole.  
Together, these subject areas in the DOI DRM provide a basis for business functional proponents to share their knowledge across DOI to identify new opportunities for sharing standardized data.  This multi-bureau standardization process helps identify and capture the range of existing systems (manual and automated) that support the same functional requirement.  With this as a focus, DOI will continue to enable the Government and the citizen to perform required business activities in an integrated, effective, and efficient manner.

b. REPORTS OVERVIEW


The DOI DRM Functional Area View provides three (3) predetermined and formatted reports.  These reports give the user the information necessary to navigate through all of the DOI DRM Functional Area View subject areas.

Entity Report.   This report contains all entities with their definition and notes for all Functional Area Views.  The file is a Microsoft Excel file named DOI DRM v.1 Entity Dictionary.xls.

Entity & Attribute Report.   This report contains all entities and attributes for all Functional Area Views.  The report displays the Entity name and its associated attribute(s) with its name and definition.  The report further documents whether the attribute(s) is a primary key and/or foreign key.  The file is a Microsoft Excel file named DOI DRM v.1 Attribute Dictionary.xls.
Entity Relationship Report.   This report contains all entity relationships managed within Version 1 DOI DRM.  All identifying and non-identifying relationships are reported.  Information includes the parent entity type and name, the verb phrase that describes the relationship, the cardinality, the type of relationship, and the child entity name and type.  The file is a Microsoft Excel file named DOI DRM v.1 Business Rule Dictionary.xls.
5. SUMMARY OF IDEF1X METHODOLOGY AND NOTATION
a. INTRODUCTION
Whenever data structures and business rules required to support a business area need to be specified, it is convenient to build a so-called data model in order to capture that information.  A data model is, therefore, a description of the organization of data in a manner that reflects the information structure of an enterprise.  It encompasses the entity definitions, relationships, and the integrity constraints through which the information created and used by the functional activity is managed, and from which standard data are created.

Having identified what a data model is, one still needs a structured syntax to begin expressing the information structure of the business.  IDEF1X, a methodology created to help design data, provides such a structured environment, with special focus on relational constructs.

The following sections provide a brief description of the IDEF1X syntax as discussed in Thomas A. Bruce’s book Designing Quality Databases with IDEF1X Information Models [Bruce 1992a].

b. ENTITIES AND ATTRIBUTES
An entity is anything about which information is stored in a data base.  In a conceptual schema language, an entity is any concrete or abstract thing of interest, including associations among things.

IDEF1X distinguishes between independent and dependent entities.  Figure 5-1 shows the symbols associated with independent and dependent entities.  The kind of information stored in the data base is, loosely speaking, the attributes or properties which describe the entity.  For instance, if PERSON is an entity in a given data model, then person-name, person-social-security-number, person-address, etc., may all be properties or attributes of that entity for the purposes of that enterprise.  Attributes are divided into key-attributes and non-key-attributes, i.e., those used to uniquely identify the entity, and those properties of the entity not used for that purpose.
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Note:  The area above the line is reserved for the identifying keys.

Figure 5-1.  IDEF1X Symbols for Independent and Dependent Entities

The IDEF1X syntax further categorizes attributes according to its diverse uses in either the key-area or the data area of the entity.  Table 5-1 summarizes these different usages.

Table 2 - IDEF1X Attribute Notation

	attribute (FK)
	Foreign Key

Primary key of another entity contributed by a relationship

	role.name.attribute (FK)
	Role Name

New name for a foreign key connoting its use.

	attribute (AKn)
	Alternate Key

Alternate unique identifier of the entity

	attribute (IEn)
	Inversion Entry

Non-unique access identifier of the entity

	group.(c1,c2,c3)
	Group Attribute

Attribute is a group containing the listed constituents.

	attribute(fk1,fk2,fk3)(FK)
	Unified Foreign Key

Listed foreign keys are unified to a single foreign key attribute


c. CATEGORY NOTATION
A data model may contain a series of entities which share one or more attributes.  IDEF1X provides a method for aggregating these common attributes into a base entity, while retaining the subtypes with their unique properties.  This avoids unnecessary duplication of attributes and helps with the book-keeping of the model.

Figure 5-2 shows the two types of category supported by IDEF1X.  If the listing of the subtypes is exhaustive, the category is complete and the double line is used to indicate this fact.  If the subtypes depicted are only a fraction of the complete set then the category is incomplete and only one line is used in the symbol.  The subtypes of the generic parent inherit all the attributes of that parent, but are not limited to spawning their own unique relationships and subtypes if necessary.
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Figure 5-2.  IDEF1X Syntax for Entity Categories

d. RELATIONSHIP NOTATION
IDEF1X allows three main types of relationship, namely, identifying relationships, non-identifying relationships and non-specific relationships.  (See Figure 5-3.)
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Figure 5-3.  IDEF1X Relationship Notation

e. CARDINALITY NOTATION
A further aspect of a relationship is its cardinality.  The first two relationships shown in Figure 5-3 (above) were one-to-many, that is, where at least one parent entity has zero or more child entities associated to it.  There are, however, situations in which zero or one parent entity may have zero or more child entities associated to it, or where it is guaranteed that there is either at least one parent or one child present in the relationship in combination with zero or more of the other kind.  Figure 5-4 depicts all these combinations diagrammatically.
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Figure 5-4.  IDEF1X Cardinality Notation
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