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1. IEA National Systems Assessment 
The IEA team is performing an assessment of existing and planned DOI systems that fall into Business Focus Areas. For the DOI, scope has been initially limited to mission-critical systems and those systems support the four cross-cutting lines of business and mission below: 

· Wildland Fire Management
· Law Enforcement
· Financial Management
· Recreation.  

While referred to as ‘applications’, the term ‘system’ may be more appropriate as these ‘applications’ are groups of interdependent items (e.g. hardware and software components) that interact regularly to perform a specific task.

1.1 Assessment Goals

The goals of the DOI’s BFA System assessment and classification process are to:

1. Retain adequate OMB funding for mission-essential national DOI systems.
2. Reduce O&M costs associated with existing and planned systems.
3. Leverage, where possible, existing and planned infrastructure components.
4. Re-use, where possible, existing and planned technology components.
5. Reduce or eliminate functional redundancies across systems.
6. Ensure alignment between systems and DOI goals and mission.
7. Facilitate common data stores (Enterprise Integrated Data Stores).

1.2 Assessment Methodology

The process flow for this activity is as shown below:   
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Figure 8 Analyze As-Is System Portfolio
Using uniform data collection templates, existing systems will be inventoried for each LOB.  Each system will be mapped to capabilities (SRM), functionality (BRM), and purpose (PRM).  Systems will also be described in terms of their technical composition (TRM) and informational requirements (DRM).  Systems will be scored based upon pre-established measurement criteria to generate an architecture maturity score.  This criteria is based upon the IEA Conceptual Architecture Principles (CAP), January 2002 document.  The criteria are associated with the OMB Federal Enterprise Architecture (FEA) layers as defined below.  
The IEA Team will execute a detailed analytical process to classify, score and to determine a recommended transition plan using agreed upon criteria.  The process is shown graphically in the diagram below:
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The IEA Team and the portfolio managers will begin the process using a starter set of portfolio measurement criteria.  The starter set of portfolio measurement criteria broken down by process, data, application, and technology domains are presented below:
PRM (Performance Reference Model)

· (P1)  System’s capability for supporting associated Strategic goals and objectives as defined in DOI Strategic Plan.

· (P2)  Extent of stakeholder’s feedback for accomplishing performance measures associated with strategic goals, objectives and performance measures.

BRM (Business Reference Model)

· (B1)  Lack of functional overlap with other systems as defined by DOI BRM.

· (B2)  System incorporates re-engineered/streamlined business processes (workflow) in an automated fashion that supporting DOI Strategic goals and objectives.

DRM (Data Resource Management) 

· (D1)  Existence and documentation of data standards and protocols compliant with DOI and Federal data standards (as applicable).

· (D2)  Relative maturity and accessibility of system's data and access methods.

· (D3)  Relative overlap with data stored in other Interior systems.

Application (Service Reference Model and Interior’s Conceptual Target Applications Architecture (TAA))

· (A1)  Degree of architectural compliance with the conceptual Target Applications Architecture (TAA)
.

· (A2)  Extent to which system design requirements are defined and documented.

· (A3)  Extent to which system interfaces are defined and documented.

· (A4)  Extent to which high level design or operational concepts are documented.

Technology Reference Model (TRM)

· (T1)  Extent of compliance with Technology Reference Model standards, protocols and best practices.

· (T2)  Extent of maximum use of shared, existing infrastructure components and service.

Security Architecture

· (S1)  Extent to which the system complies with current security requirements and extent of progress through the C&A process
NOTE: This criteria is Major Version 2.0. A crosswalk in the appendix from Version 1.0 to 2.0 has been provided

Using objective and subjective criteria, each portfolio system will be evaluated to determine its TAA score.  The process is shown graphically in the diagram below:
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Portfolio systems will be represented by an evaluation matrix that summarizes at a glance the system’s TAA score in relationship to other portfolio systems.  A dashboard-style scorecard will be used.  The dashboard shown as the next page is an example.
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Based on their alignment to the FEA references and architecture maturity score, systems will be classified into one of four groups: Legacy, Migration (Consolidate/Retire), Migration (Integrate), or Target.  

· Legacy systems are those systems still required by DOI that should be considered for integration with other systems or consolidation with target systems.  The systems being consolidated will essentially be retired.  These systems have relatively low business fit (alignment with DOI Strategic Plan, CRV, CAP, process and data maturity) and/or low technology fit (alignment with TRM, Conceptual TAA, etc.).  

· Migration (Integrate) systems are those systems with relatively high business fit and relatively low technology fit.  In these systems it is cost-effective to upgrade the technology architecture/infrastructure to adhere to the TRM and conceptual TAA.  

· Migration (Consolidate/Retire) systems are those systems with relatively high technology fit but low business fit. These systems should be examined for possible retirement and/or consolidation of required functionality and data into target systems.  

· Target systems are those systems (or system components) with relatively high business and technology fit.
[image: image6.jpg]Business Fit: {e.g., PRM, BRM, DRM}

lLow

.
o

@ F
Target Systems

® .. 7

Migration
(Consolidate/
Retire)

Migration 5Y°C0

(Integrate) @

® 55 @® 556

o
SsA @

Legacy Systems SysC

1 2 3 4 5

Technology Fit: Conceptual TAA, TRM

HIGH




With feedback from Portfolio Managers and system owners, tactical and strategic TAA transition plans will be created.  The TAA transition plans will graphically represent the portfolio systems transition plans in relation to other national systems in the tactical and strategic timeframes.
The table below reflects the definitions, inputs, and outputs associated with the Analyze As-Is System Portfolio analyses subtasks.
	Table 2: Analyze As-Is System Portfolio Subtasks

	Task: 
	Inventory Existing Critical Systems

	Definition:
	Document current inventory of systems

	Input:
	System descriptions

	Output:
	Systems Inventory (DEAR Repository)

	Task: 
	Map Existing Systems to FEA Reference Models

	Definition:
	Establish a mapping between the current systems and functions to FEA reference models

	Input:
	Systems inventory, FEA reference models, system owner interviews

	Output:
	System to FEA model mappings (DEAR)

	Task: 
	Assess Alignment

	Definition:
	Systems are assessed against established criteria and are then classified

	Input:
	Completed system data collection templates, evaluation criteria

	Output:
	Business processes supported by the system, strategies, goals, and objectives supported by the system, functional (BRM) overlap with other systems, TRM architecture compliance, SRM service component overlap, and system classification as Legacy, Migration (Consolidate/Retire), Migration (Integrate), or Target


2. IEA System Assessment Criteria 

2.1 Information Validation
Beginning with the SCO National Applications definition (i.e., national scope, interagency scope or lifecycle funding greater than $500,000) and project list, candidate national systems were normalized for inclusion in the TAA process. The normalization took place by considering system and project information from the SCO, OMB Security Certification, Popkin and Soza data sources and were accepted or rejected for further TAA Transition Plan data collection. Overall, 103 DOI national systems were selected in 2Q FY03.
In order to assess and evaluate the systems, the IEA Team will validate the following data elements:

· System Name, Version, & Description

· System Contact Name, Role, Comment

· Platform Hardware Vendor, Type, OS, OS Version, Utilization Mode, Comment

· Execution Environment Software Vendor, Type, Version, Environment Comment, Data Comment

· Application Development Software Vendor, Type, Version, Comment

· Business Process Name, IDEF0 Number, Extent of Fulfillment

· Data Subject Area, Interaction Type, Form of Sharing

· Interface, Data Description, Interface Type, Source, Frequency, Mode

The above data elements represent national system data collected and integrated within the IEA Tool.  These data elements were collected from multiple sources including the DOI’s Corporate Metadata Repository (CMR).

2.2 Additional Information Needed for Assessment and Evaluation

The IEA Team will also collect additional detailed information on how the system is currently deployed and used by its stakeholders.  This information is critical to assist the IEA team in making sound recommendations on the potential consolidation and/or migration of DOI systems at an enterprise level.
Deployment Information:

· Deployment information (month and year).
· Maximum Users Design. 
· Peak Concurrent Users Design.
· Physical location of system and data.
· Geographic distribution of users (local, state, national).
· Size, type, and version of the database(s) supporting the system.
· System access method to the database.

· System architecture information (tiers, middleware, components, etc.).
· Conceptual system architecture diagram showing all system components and security architecture.
· Development and deployment information on platform(s) to include OS (Version and SW patch level), RAM, Processor(s) and speed (Mhz).  Comments on whether the platform(s) is used for other purposes or systems.
· Development and deployment information on middleware platform(s) to include manufacturer, components used, design documentation and version.  Comments on whether the platform(s) is used for other purposes or systems

· System / technology component dependency information (name, vendor, version, etc.)

· Network connection speed to the deployment platform(s)

· Application Development Languages used in the creation of the system.  If multiple modules make up the system, breakdown the languages by module.

· Any availability requirements of the system (e.g., is this a mission critical system that is needed 24x7 or 99.99% available?).

· Any scalability requirements mandated by the system (e.g., the system needs to support 100 concurrent users during peak processing times at the end of each month when budgets are submitted).

· Any throughput requirements of the system (e.g., transaction or orders per day)

· Any performance requirements of the system (e.g., response required during peak processing periods)

We will also collect information related to future development plans.

Future Development Plans:

· Any future plans for development, consolidation with other systems, COTS replacement strategy, or future enhancements planned (e.g. geospatial enablement)

· Future O&M budget

· Hardware platform or software technology migration plans

Finally, we will collect information on budget data germane to the system.

Budget Information:

· O&M cost data broken down by hardware, software maintenance fees, personnel supporting the system, and any additional budget information which may be relevant.

· Project costs broken down according to ITIB guidelines (e.g., total development costs by fiscal year).

Note: We will examine and utilize existing sources of budgetary information

3. Summary Dashboard Report
It is envisioned that the criteria would be weighted and then summed as part of a linear equation to produce a single score.  Additional objective criteria such as O&M costs (either as a percentage of the total O&M budget or displayed as a per user cost) would be show in addition to the weighted score.  The following “dash board” report would be provided to the TRB or appropriate governing body on a quarterly basis.  Those systems with low ratings would be given additional scrutiny.  In creating the weighted score, the current assumption is that each domain has equal weight.  The weighted score will range from 4 to 20.

Weighted Score = (P1+P2+P3+P4+P5)/5 + (D1+D2+D3)/3 + (A1+A2+A3)/3 + (T1+T2+T3)/3
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4. System Classification

Based on the system’s process, data, application, and technology scores, systems will be classified as either legacy (e.g. systems still required by the Bureau that should be consolidated/re-engineered as required by the business to migrate towards the TAA target ), migration (e.g. targeted for re-engineering or consolidation with other systems), or target (e.g. a national system that is compliant with (or is the logical candidate for being made compliant with) the Enterprise Architecture and is selected for inclusion in the To-Be DOI application architecture). See above clarifications.
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System classification will be done by plotting the system’s TRM/TAA fit against data maturity and process maturity.  Systems that are technically compliant and mature in the data and process domains will be classified as “target”.  Systems that are technically and architecturally non-compliant and have low data maturity as well as a high degree of process overlap with existing systems will be classified as legacy.  Migration candidates will be those systems which as a result of data, process, or technology short-comings are candidates for either consolidation with another system or re-engineering to bring the system into greater architecture compliance.  Each axis will be calculated using the following formulae.
· TRM / TAA Compliance Score = [(A1+A2+A3)/3 + (T1+T2+T3)/3]/2

· Data Maturity Score = (D1+D2+D3)/3 

· Process Maturity Score = (P1+P2+P3+P4+P5)/5 

5. System Transition Roadmap
Based on feedback from Portfolio Managers and system owners, tactical and strategic TAA transition plans will be created.  The TAA transition plans will graphically represent the portfolio systems transition plan in relation to other national systems in the tactical and strategic timeframes.

It should be noted that recommendations to consolidate, re-engineer, or retire a system will be based on detailed examination of the system’s individual architecture. Deployment, development, and budget information necessary to support the IEA team’s recommendations will be collected during the TAA data collection process with the assistance of the portfolio managers.
Appendix A: Criteria Version 1.0 to 2.0 Crosswalk
· Process

· (P1) Business processes supported by the system.

· (P2) Extent of system support of DOI and DOI strategies, goals, and objectives.

· (P3) Extent of stakeholders feedback for performance measurement and system refinement.

· (P4) Lack of functional overlap with other systems.

· (P5) Degree to which system training and support opportunities have been addressed.

· Data

· (D1) Existence and documentation of data standards and protocols.

· (D2) Relative maturity and accessibility of system's data storage and access methods.

· (D3) Relative data entity access or modification overlaps with other systems.

· Application

· (A1) Degree of architectural compliance with the conceptual Target Application Architecture.

· (A2) Extent to which system design requirements are defined and documented. 

· (A3) Extent to which systems interfaces are defined and documented.

· (A4) Extent to which high-level design or operational concepts are defined.

· Technology

· (T1) Extent of compliance with Technology Reference Model technology architecture components.   

· (T2) Extent of maximum use of shared, existing infrastructure components and services.

· (T3) Extent of compliance with Technology Reference Model standards, protocols and best practices.

Performance to Process Domain Evaluation Criteria

Using the information gathered on the system during the interview process, the system will be scored within the process domain based on the following criteria:
[image: image8.emf]New Criteria Old Criteria Description Low (1) Medium (3) High (5)

S1

Extent to which the system complies 

with current security requirements and 

extent of progress through the C&A 

process

P1

System’s capability for supporting 

associated Strategic goals and 

objectives as defined in DOI Strategic 

Plan.

P1

Business processes supported by the 

system.

Business processes automated are not 

defined.  

Business processes automated are 

partial documented.  

Business processes automated and 

stakeholders supported are clearly 

defined and documented. 

P2

Extent of system support of DOI and 

Bureau strategies, goals, and 

objectives.

No linkages between system functionality 

and DOI & Bureau strategies and goals.  

Some linkages between system 

functionality and DOI & Bureau 

strategies and goals.  

There is a direct link between the 

functionality provided by the system 

and DOI & Bureau strategies and 

goals.  

P2 P3

Extent of stakeholders feedback for 

performance measurement and system 

refinement.

Customers?  What customers?  Who cares? 

Customers and users are never consulted 

as to their satisfaction with the system.  No 

performance measurement.

System managers have a vague idea 

of who their customers might be (or 

used to be); guess about their needs 

and interests. Customers and users 

are occasionally consulted as to their 

satisfaction with the system.  Minimal 

performance measures and system 

refinements.

Customer groups and individuals are 

clearly identified; their needs are 

documented; data collection and 

management systems are linked to 

those needs.  Customers and users 

are regularly consulted as to their 

satisfaction with the system; 

performance is measured 

continuously; feedback is used to 

refine the system.


Business to Process Domain Evaluation Criteria

Using the information gathered on the system during the interview process, the system will be scored within the process domain based on the following criteria:
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B1 P4

Lack of functional overlap with other 

systems.

Significant overlap between system 

functionality and available COTS, GOTS 

products, and other Bureau systems.

Some overlap between system 

functionality and COTS, GOTS 

products, and other Bureau systems 

TAA

The functionality provided by the 

system does not significantly overlap 

with other Bureau systems

P5

Degree to which system training and 

support opportunities have been 

addressed.

No training, support, or documentation 

available; users have to study the code to 

figure out what the system does.

No comprehensive training materials 

available, but experienced users and 

some documentation exist to help a 

determined user navigate the system.

Training and information provided to 

employees and the public ensure 

data and information in Agency 

information systems are utilized to 

their full potential. User groups 

defined.

B2

System incorporates re-

engineered/streamlined business 

processes (workflow) in an automated 

fashion that supporting DOI Strategic 

goals and objectives


Data Domain Evaluation Criteria

Using the information gathered on the system during the interview process, the system will be scored within the data domain based on the following three criteria:
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D1 D1

Existence and documentation of data 

standards and protocols.

Data standards are not defined, or are in a 

constant state of flux.  No documentation 

exists outside of personal files and notes of 

the system developers to implement QA/QC 

systems.

Data standards are defined, but 

redundancies exist within a given 

scale.  Informal and ad hoc QA/QC 

systems. Some documentation exists, 

but it is not complete nor easily 

accessible.

Standardized data collection 

protocols and data standards are 

fully documented and easily 

accessible and utilized in all data 

collection procedures at suitable 

scales.   QA/QC systems are fully 

operational. 

D2 D2

Relative maturity and accessibility of 

system's data storage and access 

methods.

Data stored and maintained in proprietary 

databases and/or unique formats, which 

preclude access or use by customers.

Information systems and data 

structures allow data entry and exit, 

but it is cumbersome for users to gain 

access and to extract information  in a 

usable format.

Information systems and data 

structures provide employees and 

the public ready access to current 

economic, social, and ecological 

data and information using current 

technology.

D3 D3

Relative data entity access or 

modification overlap with other 

systems. 

Significant overlap with other systems in 

terms of data subject areas accessed.  

Many system data elements maintained are 

redundant with respect to other Bureau 

systems.

Some overlap with other systems in 

terms of data subject areas accessed.  

Few system data elements maintained 

are redundant with respect to other 

Bureau systems.

Minimal overlap with other systems 

in terms of data subject areas 

accessed.  system data elements 

maintained are unique with respect 

to other Bureau systems.


Application Domain Evaluation Criteria

Using the information gathered on the system during the interview process, the system will be scored within the application domain based on the following criteria:
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A1 A1

Degree of architectural compliance with 

the conceptual Target Application 

Architecture.

The system is not in alignment with the 

conceptual TAA.  No plans have been 

established to bring the system into closer 

alignment with the TAA.

The system and its development plan 

are partially aligned with the Bureau's 

TAA.  Plans have been established to 

bring the system back into alignment.

The system and its development 

plan are aligned with the Bureau's 

Target system Architecture.

A2 A2

Extent to which system design 

requirements are defined and 

documented.

System availability, bandwidth, 

performance, and functional requirements 

are undefined and documented.  System 

requirements not aligned with business 

processes.

System availability bandwidth, 

performance, and functional 

requirements are partially defined and 

documented.  System requirements 

partially aligned with business 

processes.

System availability, bandwidth, 

performance, and functional 

requirements have been fully defined 

and documented and aligned with 

business processes.

A3 A3

Extent to which systems interfaces are 

defined and documented.

System interfaces, APIs, and dependencies 

are not defined.  Not aligned with TAA.

System interfaces, APIs, and 

dependencies are partially defined. 

System interfaces, APIs, and 

dependencies are fully defined.

A4 A4

Extent to which high-level design or 

operational concepts are defined.

No high-level design diagram or description.  

No operational concept documentation.

Some documentation exists, but it is 

not complete nor easily accessible.

High-level design and operational 

concept exists and is fully 

documented and accessible.


Technology Domain Evaluation Criteria

Using the information gathered on the system during the interview process, the system will be scored within the technology domain based on the following criteria:
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T1 T3

Extent of compliance with Technology 

Reference Model standards, protocols 

and best practices.

System standards and protocols are in not 

aligned with those detailed in the TRM

System partially embraces TRM 

standards and best practices.

System embraces standards, 

protocols, and best practices are 

outlined in the TRM.

T1

Extent of compliance with Technology 

Reference Model technology 

architecture components.  

System uses components that have are in 

direct opposition to the TRM.  

System uses some recommended 

TRM components.  

System uses recommended TRM 

components.  

T2 T2

Extent of maximum use of shared, 

existing infrastructure components and 

services.

The system essentially creates its own 

infrastructure of independently procured and 

managed components, services and 

technology

The system makes some use of 

existing and sanctioned infrastructure 

components, services, and technology

The system makes maximum use of 

existing and sanctioned 

infrastructure components, services, 

and technology.


Management Domain Evaluation Criteria

Though part of the TAA Methodology as a category, the scoring criterias has not been formally drafted as this point. 
Security Domain Evaluation Criteria

Using the information gathered on the system during the interview process, the system will be scored within the security domain based on the following criteria. Desc:
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S1

Extent to which the system complies 

with current security requirements and 

extent of progress through the C&A 

process

C&A has been identified as required, but 

action has not been taken

C&A Phase 2 has been completed, 

but issues have been found gating or 

delaying C&A progress

Currently Certified and Accreditted 

through C&A Phase 5.
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� Note:  Interior’s conceptual TAA is in progress.  It will identify best practices for application development (e.g., multi-tier systems that foster ease in system integration and adherence to the products defined in the DOI TRM.).





	
	
	

	
	
	



