	Part I:  Capital Asset Plan and Business Case (All Assets) 


	 
	 
	 

	Agency: 
	 
	Department of the Interior  

	Bureau: 
	 
	Bureau of Indian Affairs  

	Account Identification Code: 
	 
	000-00-00-0000-0  

	Program Activity: 
	 
	Program Development and Information Group  

	Name of Project: 
	 
	Enterprise Information Management  

	Unique Project Identifier: (IT only)
(See Section 53.7) 
	 
	01076012601102000  

	Project Initiation Date: 
	 
	10/01/2004  

	Project Planned Completion Date: 
	 
	09/30/2005  

	This Project is: 
	 
	Planning  


	 
	 
	 

	Project/useful segment is funded?: 
	 
	Incrementally   

	
	
	

	Was the project approved by OMB for previous Year Budget Cycle?: 
	 
	No   

	
	
	

	Did the Executive/Investment Review Committee approve funding for This project this year?: 
	 
	Yes  

	
	
	

	Did the CFO review the cost goal?: 
	 
	Yes  

	
	
	

	Did the Procurement Executive review the acquisition strategy?: 
	 
	Yes  

	
	
	

	Is this investment included in your agency's annual performance plan or multiple agency annual performance plan?: 
	 
	No   

	
	
	

	Does this project support homeland security goals and objectives, i.e., 1) improve border and transportation security, 2) combat bio-terrorism 3) enhance first responder programs; 4) improve information sharing to decrease response times for actions and improve the quality of decision making? 
	 
	

	
	
	

	Is this project information technology (See Section 53 for definition)? 
	 
	Yes  

	For information technology projects only: 
	 
	  

	  a. Is this Project a Financial Management System (see section 53.2 for a 
  definition) 
	 
	No   

	    If so, does this project address a FFMIA compliance area? 
	 
	  

	    If yes, which compliance area? 
	 
	  

	
	
	

	  b. Does this project implement electronic transactions or record keeping that is covered by 
  the Government Paperwork Elimination Act (GPEA)? 
	 
	No   

	     If so, is it included in your GPEA plan (and does not yet provide an
     electronic option)? 
	 
	  

	     Does the project already provide an electronic option? 
	 
	No   

	
	
	

	   c.Was a privacy impact assessment performed for this project? 
	 
	

	
	
	

	   d. Was this project reviewed as part of the FY02 Government Information Security Reform Act review process? 
	 
	

	     d.1 If yes, were any weaknesses found? 
	 
	

	     d.2 Have the weaknesses been incorporated into the agency's corrective action 
      plans? 
	 
	

	
	
	

	   e. Has this project been identified as a national critical or asset by a Project Matrix 
   review or other agency determination? 
	 
	

	     e.1 If no, is this an agency mission critical or essential service, system, operation, or asset (such as those documented in the agency's COOP Plan), other than those identified as above as national critical infrastructures? 
	 
	


	Financial Percentage: 
	Security Percentage: 


	SUMMARY OF SPENDING FOR PROJECT STAGES
(In Millions)
(BY+1 and Beyond estimates are for planning purposes only
and do not represent budget decisions) 

	EXISTING 300
	PY-1
and
Earlier
	PY
2002
	CY
2003
	BY
2004
	BY+1
2005
	BY+2
2006
	BY+3
2007
	BY+4
and
Beyond
	Total

	Planning: 

	   Budgetary Resources 
	0.00 
	0.00 
	0.00 
	9.50 
	
	
	
	
	

	   Outlays 
	0.00 
	0.00 
	0.00 
	9.50 
	
	
	
	
	

	Acquisition: 

	   Budgetary Resources 
	0.00 
	0.00 
	0.00 
	14.82 
	
	
	
	
	

	   Outlays 
	0.00 
	0.00 
	0.00 
	14.82 
	
	
	
	
	

	TOTAL, Sum of Stages:

	  Budgetary Resources
	0.00
	0.00
	0.00
	24.32
	
	
	
	
	

	  Outlays
	0.00
	0.00
	0.00
	24.32
	
	
	
	
	

	Maintenance: 

	   Budgetary Resources 
	0.00 
	0.00 
	0.00 
	5.18 
	
	
	
	
	

	   Outlays 
	0.00 
	0.00 
	0.00 
	5.18 
	
	
	
	
	

	TOTAL, ALL Stages:

	  Budgetary Resources
	0.00
	0.00
	0.00
	29.50
	
	
	
	
	

	  Outlays
	0.00
	0.00
	0.00
	29.50
	
	
	
	
	


	 
	 

Capital Asset Plan and Business Case (All Assets)     (In Thousands)
 

Life Cycle Budget & Financing Name/Year
1998
1999
2000
2001
2002
2003
2004
2005
2006
2007
2008
2009
2010
Total
  010-76-2100-999 BIA:
0.00
0.00
0.00
0.00
0.00
0.00
29,500.00
Total Yearly Budgets:
0.00
0.00
0.00
0.00
0.00
0.00
29,500.00



	I.A. Project Description 


	1.     Provide a brief description of this project and its status through your capital planning and investment control (CPIC) or capital programming "control" review for the current cycle. 

	This revision of the Enterprise Information Management (EIM) reflects the FY04 OMB IT Passback reductions. The reductions will greatly impact the infrastructure needed for BIA to comply with OMB A-130 requirements. Full funding is necessary for BIA to improve the quality and integrity of its business needs and customer expectations. The FY04 EIM initiatives that were reduced or cut in their entirety are reflected as continuing initiatives in the FY05 EIM lifecycle. EIM was presented as an initial investment to the Department CPIC councils (Information Technology Investment Council, Management Initiatives Council, and Management Executive Council) and approved for submission to OMB. EIM Exhibit 300 received a passing OMB score of four (4). 

Enterprise Information Management (EIM) is the cornerstone to automating and enhancing BIA technology so that its business objectives may be met. BIA has begun a comprehensive effort to improve the quality, effectiveness, timeliness, and fairness of services provided to the millions of American Indians and Native Alaskans served by BIA. Customer service is a prominent element of BIA accountability and self-assessment, so the Department's strategic plan reflects the emergence of new priorities and implementation strategies, as well as management challenges. In addition, discussion of internal and external coordination provides a clear sense of where the BIA's programs and activities intersect with each other and with organizations outside the Department. To realize the strategic objectives, vulnerabilities and adoption of an enterprise security framework are addressed. EIM was presented as a initial investment to the Department CPIC councils (Information Technology Investment Council, Management Initiatives Council, and Management Executive Council) and approved for submission to OMB.                                        

	

	2.     What assumptions are made about this project and why? 

	Technical Assumptions All phases of EIM will conform with OMB Circular A-130 standards. Proven COTS products will be used to implement EIM vision. EIM incorporates an information infrastructure and systems management approach that is embodied in a set of best practices often referred to as Infrastructure Resource Planning (IRP), Enterprise Resource Planning (ERP), or Enterprise Systems Management (ESM). BIA will select an Enterprise Management Framework, Asset Management System, Problem Management System and the upgrade and standardize the various disparate server and workstation operating systems technology. Financial Assumptions Life cycle costs are shown in Part I.E.2 Operational Assumptions Staffed by government employees and supplemented with contractor staff in accordance with OMB Circular A-76 

	

	3.     Provide any other supporting information derived from research, interviews, and other documentation. 

	The Internal Revenue Service (IRS) intended to build a comparable EIM system in-house. The IIT Research Institute (IITRI) in a White Paper, "IRS Network Computing Enterprise Management Alternatives" evaluated the feasibility of such a project. This White Paper recognizes that building such a program with automated tools (i.e., designing and developing enterprise management tools) in-house is feasible. However, the study concludes that such an approach will almost certainly result in higher costs, slower implementation, and a much higher degree of risk. Building tools and technology in-house would also contradict many of the fundamental best practices for IT (as outlined in OMB's Raines Rules) that call for maximum implementation of COTS over in-house development. Based on conclusions of the IITRI study, BIA rejected building EIM in-house and, consequently, did not further analyze building EIM in-house. Enterprise Information Management (EIM) is the cornerstone to automating and enhancing BIA technology so that its business objectives may be met. BIA has begun a comprehensive effort to improve the quality, effectiveness, timeliness, and fairness of services provided to the millions of Indian people served by BIA. Failure to fund this project will result in adverse consequences affecting the health and welfare of the Indian constituents. 


	I.B. Justification (All Assets) 


	1.     How does this investment support your agency's mission and strategic goals and objectives?  

	The Bureau of Indian Affairs (BIA), an agency under the Department of Interior (DOI), is committed to administering government-sponsored programs to the betterment of all American Indians and Alaskan Natives. As part of the total commitment, the BIA is responsible for providing efficient, effective and economical Information Technology (IT) Resources. These services are necessary within the BIA to fulfill its mission in support of tribal self-government, protection of the rights of the Indian people and in the fulfillment of trust obligations. 

In order to carry out the Department of the Interior mission and ensure protection of its assets, BIA will optimize the management of its information systems (IS) infrastructure through the development of the Enterprise Information Management (EIM) architecture strategy. Following the information technology (IT) guidance provided by the Clinger-Cohen Act (CCA) and OMB Circular A-130, EIM will build greater consistency and efficiency into information technology management across BIA. Threats to computer security, automating manual processes, e-Gov and the need to minimize information technology costs invite the enterprise approach to technology management that BIA is pursuing. The EIM effort emphasizes the importance of developing information systems that meet the need for more reliable network and systems availability, configuration management and software distribution, and flexibility in supporting changing needs while providing state-of-the-art security and privacy. 

· On December 5, 2001, the United States Court signed a Temporary Restraining Order, which required the Department of the Interior (DOI) to disconnect from the Internet any information technology system that housed or provided access to individual Indian trust data. As a result, all Department networks were disconnected from the Internet and many information technology systems were turned off to ensure protection of individual Indian Trust data. On December 17, 2001, a signed Consent Order provided the channel for the Department to provide assurances to the Special Master that information technology systems containing individual Indian Trust data were secured, and those systems and their supporting networks could be turned back on and/or reconnected to the Internet. 

In planning to reconnect to the Internet the Bureau of Indian Affairs identified its trust data systems and its non-trust data systems that were connected to the network. What was found was the following. No Systems Life Cycle was present. Limited Number of Business Processes was defined. No Investment and Portfolio Management was conducted. Few Business Cases, Alternative Analysis, and Cost Benefit Analysis were conducted. No Architecture existed. No Change Management existed. No Segmented Test Environment existed. No Complete Documentation existed for the systems. No Certification and Accreditation Process was implemented. The workforce was fragmented, understaffed, not fully trained and had limited project management experience. Technology was out of date, lacking security management, and under funded. No standards were in place. It was then determined that an enterprise information management approach was needed to permanently put in place the management discipline and structure to plan investments and operate and maintain BIA systems in support of American Indians and Native Alaskans. This project directly supports the President's goal of economic development. Specifically, this project establishes the technical framework for providing economic development within Indian Country.                                        

	

	2.     How does it support the strategic goals from the President's Management Agenda? 

	This project supports the Presidents Management Agenda: 

Citizen-Centered, not bureaucracy-centered - Provide the infrastructure to enable BIA to meet its trust responsibilities - Implement management discipline and structure to plan investments and operate and maintain BIA systems in support of American Indians and Native Alaskans - Staffed by government employees and supplemented with contractor staff in accordance with OMB Circular A-76 

Results-oriented, not process-oriented - Enable agencies to share data across the network - Improve the quality, effectiveness, timeliness, and fairness of services provided to the millions of American Indians and Native Alaskans served by BIA - Enable employees to focus on providing essential economic, social, law enforcement, and safety services to its Indian constituents with less duplication - Provide management and executives with the management information available in real-time or near real-time concerning the baseline statistics and associated service levels being provided to their customers - Enable BIA employees who respond to customer requests at all levels to be better served, thus, BIA service will become faster and more effective 

	

	3.     Are there any alternative sources in the public or private sectors that could perform this function?  

	This project establishes the necessary government program management and systems life cycle process, procedures and systems necessary to conduct BIA business support for its mission. Management of the individual systems is included in separate Exhibit 300s. This project will be staffed by government employees and supplemented with contractor staff in accordance with OMB Circular A-76. 

Existing Commercial Off the Shelf (COTS) technology enables the strategic reengineering of the enterprise. The EIM vision is implemented through proven COTS products. BIA will select an Enterprise Management Framework, Asset Management System, Problem Management System and the upgrade and standardize the various disparate server and workstation operating systems technology. 

	

	4.     If so, explain why your agency did not select one of these alternatives.  

	N/A 

	

	5.     Who are the customers for this project? 

	The customers for this project are the American Indians and Native Alaskans that receive support from the US Government for Trust management, Fires prevention, Law Enforcement, Social Services, Environmental Safety and Hazardous Material Management, Homeland Defense, and Education. 

	

	6.     Who are the stakeholders of this project? 

	The customers for this project are the American Indians and Native Alaskans that receive support from the US Government for Trust management, Fires prevention, Law Enforcement, Social Services, Environmental Safety and Hazardous Material Management, Homeland Defense, and Education. 

	

	7.     If this is a multi-agency initiative, identify the agencies and organizations affected by this initiative. 

	This project affects BIA. 

	

	8.     How will this investment reduce costs or improve efficiencies? 

	EIM incorporates an information infrastructure and systems management approach that is embodied in a set of best practices often referred to as Infrastructure Resource Planning (IRP), Enterprise Resource Planning (ERP), or Enterprise Systems Management (ESM). The EIM approach to infrastructure management offers potential value, in terms of a high quality and highly efficient computing environment. Much of the potential benefit of EIM is a result of integrating and automating the most important information management functions. A high quality-computing environment is the result, since EIM is better at meeting end user requirements (i.e., investment prioritization, reliable systems; available systems; efficient sharing of information; and proper access to applications, data integrity, and secure information and applications). An efficient computing environment results because user requirements can be met in less time and with less labor compared to other information management approaches. 

· The major IT business processes improved through the implementation of EIM include: Capital Planning, Portfolio Management, Enterprise Architecture/Infrastructure, Asset Management (including Change Management), Security Management, Network and Systems Management, Enterprise Directory, Public Key Infrastructure, User Account Management, Problem Management (Event Management and Help Desk). 

The above stated components of the EIM are required to establish the minimum baseline necessary for an IT organization to provide reliable information management services and consistent high-quality, cost-effective IT systems and accurate and secure data and software products. Reducing costs and improving efficiencies will be shown by and will have the greatest impact on the Indian Affairs programs, trust and non-trust, which provide services and products directly to Indian tribes and individuals. For instance as shown in Summary Table I.B.7.a, the projected annual trust and non-trust income processed and distributed by 2 Bureau of Indian Affairs' systems is $132,360,145 paid primarily to Indian individuals (based on distributions reported since the December 2001 judicially ordered shutdown). The figures in the table are lower than normal because no new business was being conducted in Indian Country due to the system shutdown. The table shows a shutdown of a week or less would result in more than $1.6 million not being distributed to the Indian beneficiaries while interest continued to accrue. The result could be the same if the interruption in system processing occurred on the actual day when the distribution was running. A greater but less evident source of liability occurs when the operation of the official Federal land title system is interrupted. 

The loss of income, of benefit of contract, and of personal and financial security, can be the direct result of the failure of the official Indian Affairs land title system (e.g., LRIS and/or TAAMS). When the title system fails to operate no mortgages can be closed, no lands or resources can be acquired or developed, no leases or other encumbrance contracts can be properly or dependably entered into - in effect no business involving the Indian lands and resources can be conducted until the title system is operating in an accurate, dependable and secure manner. For instance, since the shutdown of the Federal title system 2 of the 9 Land Title and Records Offices (LTROs) have received requests for 1,471 certified titles to be issued. At the pre-Cobell level, title determination and certification averaged about 8.5 hours per title which would required almost 5.4 years for the average LTRO to issue certified titles. This means that the mortgage or tribal development loan would have to wait 5 years before closing, or that the lease of lands and resources would have to wait - all of which creates Federal liability. The liability that can result from the failure of Indian Affairs systems to operate in a timely, accurate, dependable, and secure manner can substantially exceed the funding requested to implement the EIM. Also, as has been shown in the Cobell case, liability can arise even if there is no demonstrable loss of income or direct damage, but only the appearance or potential for harm resulting from a lack of normal or standard operations capability or infrastructure. The EIM is proposed to eliminate this seed of liability, and to build the initial IT infrastructure for Indian Affairs to carry out its trust, statutory and treaty obligations. 

The current and impending litigation have a substantial cost that cannot be ignored when considering a course of action that has legal as well as business consequences. The cost of litigation has 2 components: the losses or damage claimed by the Plaintiff and the losses and unrecoverable costs incurred by the Defendant. In other words the cost of litigation includes not only the losses from the income stream, as discussed above, but also the loss in program and employee productivity, the cost of work stoppages, the continuing cost of idle computers, network and telecommunication systems, equipment, etc., is part of the overall litigation expense. For instance, as of July 12th the Land Title and Records program and the LRIS title system were not in production for 56% of the past 52 weeks, the Lease-Payout systems were not in production for 10% of the last 52 weeks, and the Oil & Gas system was not in production for 25% of the past year. When applied to the Trust Services and Natural Resource programs budget for FY 2002, the trust business and resource management functions alone, the potential liability of loss for the Federal Government exceeds $114 million in annual Federal program losses and more than $132 million in annual trust income losses, or a total annual loss or at-risk amount of more than $247 million. The implementation of the EIM would be a major step toward the reduction or elimination of litigation costs, losses, and liability arising from the lack of a proper IT management, infrastructure and security. 

This project will establish the management controls to limit future lawsuits against the U.S government for the lack of IT infrastructure and security. Hence, employees will be able to focus on providing essential economic, social, law enforcement, safety, and trust land and resource management services to its Indian constituents and beneficiaries without concern for the integrity and quality of their IT systems and operations. · BIA issues included identifying critical infrastructure assets, shared interdependence, and addressing vulnerabilities, including leading awareness partnership outreach to the public and private sector for Indian Affairs. Additionally, the operating procedures are manual and antiquated. An integrated enterprise-wide horizontal view of operations is non-existent. Vertical stovepipe processes, service level agreements, and systems run independent of each other. Executive management does not have real-time access to business and IS issues. Statistical analysis of operations performance is manually intensive. 

· The inventory system is inaccurate, difficult and very expensive to maintain. The cost for manual and inaccurate inventory is two to three times the cost of purchasing and maintaining COTS inventory system. Redundant independent help desks exist. Twenty-four hour a day by seven days a week (24/7) service availability cannot be implemented with the architecture and tools that are in place. The enterprise network uses manual tools, and network and system devices are not configured for automatic discovery (remote identification of system components). 

In accordance with the Clinger-Cohen Act, the Office of Management and Budget (OMB) Circular A-130, Presidential Decision Directive 63 (PDD-63), the Government Performance and Results Act (GPRA), and the Government Information Security Results Act, BIA is committed to reengineering its IT structure to improve the lives of American Indian and Native Alaskans. The DOI Strategic Plan outlines these objectives in the form of strategic goals and guiding principles and aims to make the Department more accountable through balanced measures of performance and an optimally managed information systems infrastructure. 

	

	9.     List all other assets that interface with this asset. 

	TrustNet, LRIS, and IRMS are primary assets will have an interface with EIM. At the present, the assets listed are not being reengineered. 

	

	        Have these assets been reengineered as part of this project? 

	No 

	


	I.C. Performance Goals and Measures (All Assets) 


	I.C. Performance Goals and Measures (All Assets) 

	Fiscal Year 
	Strategic Goal(s) Supported 
	Existing Baseline 
	Planned Performance Improvement Goal 
	Actual Performance Improvement Results 
	Planned Performance Metric 
	Actual Performance Metric Results 

	2004 
	Improve fiscal integrity and internal controls 
	0% 
	Review Major BIA Investments 100% 
	- 
	Number of projects reviewed by total of projects 
	- 

	2004 
	Meet our Trust responsibilities to Indian tribes and our commitments to island communities 
	0% 
	Automatically Inventory IT Assets 80% 
	- 
	Comparison of previous inventory audit to current audit (COTS) 
	- 

	2004 
	Meet our Trust responsibilities to Indian tribes and our commitments to island communities 
	0% 
	Average Problem Resolution Time -10% 
	- 
	Measure turn around time type of open problem reports. (COTS) 
	- 

	2004 
	Meet our Trust responsibilities to Indian tribes and our commitments to island communities 
	0% 
	Systems documented 20% 
	- 
	1/5 of all systems to each number of systems fully documented (per C&A) 
	- 

	2004 
	Meet our Trust responsibilities to Indian tribes and our commitments to island communities 
	0% 
	Number of unsuccessful security Intrusion Attempts detected 50% 
	- 
	Comparative of baseline prior year to current year 
	- 

	2004 
	Meet our Trust responsibilities to Indian tribes and our commitments to island communities 
	0% 
	Number of successful Security Intrusions -10% 
	- 
	Comparative of baseline prior year to current year 
	- 

	2004 
	Meet our Trust responsibilities to Indian tribes and our commitments to island communities 
	5% 
	Number of people trained in security awareness 75% 
	- 
	Number of BIA users to number of users who have taken training. 
	- 




       I.D. Program Management (All Assets) 
	 
	 
	 

	1. Is there a program manager assigned to the project? If so, what is his/her name?  
	 
	Yes , Socks, Ed  

	
	
	

	2. Is there a contracting officer assigned to the project? If so, what is his/her name?  
	
	Yes , No, Name Provided 

	
	
	

	3. Is there an Integrated Project Team? 
	 
	Yes  

	3.A. If so, list the skill set represented. 
	
	The ITP collectively has working knowledge of OMB A-130 and Appendix III, NIST, Project Management, Process and System Analysis, Architecture, Capital Planning, Contracting and certified COTR(s), Security certification, and Technical Infrastructure. 

	
	
	

	4. Sponsor / Owner:
	 
	Yes 

	  If so, what is his/her name?
	 
	Burns, Brian 




       I.E. Alternatives Analysis (All Assets) 
	1. Describe the alternative solutions you considered for accomplishing the agency strategic goals this project was expected to address. Describe the results of the feasibility/performance/benefits analysis. Provide comparisons of the returns (financial and other) for each alternative. 


	I.E.1 Alternatives Analysis and Risk Management (All Assets) 

	Alternatives 
	Description 

	Alternative 1 - 
	

	Alternative 2 - 
	

	Alternative 3 - 
	


	2. Summarize the results of your life-cycle cost analysis performed for each investment and the underlying assumptions. 


	I.E.2 Alternatives Analysis(All Assets) 

	Cost 
Elements 
	Alternative
1 
	Alternative
2 
	Alternative
3 

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


	3. Which alternative was chosen and why? Define the Return on Investment (ROI). 

	

	

	   A.  Are there any quantitative benefits that will be achieved through this investment (e.g., systems savings, cost avoidance, stakeholder benefits, etc? 

	

	                                          

	   B. For alternative selected, provide financial summary, including Net Present Value by Year and Payback Period Calculations:

	


	I.E.3(B) Net Present Value by Year 

	  
	FY2004 
	FY2005 
	FY2006 
	FY2007 
	FY 
	FY 
	FY 
	FY 
	FY 
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	


	 
	 
	 

	4. What is the date of your cost benefit analysis? 
	 
	


	

	I.F. Risk Inventory and Assessment (All Assets) 

	

	In this section, describe the results of your risk assessment for this project and discuss your plans to eliminate, mitigate, or manage identified risks. Risk Assessments performed at the initial concept stage and then monitored and controlled throughout the life-cycle of the project, and should include risk information from all stakeholders. Risk assessments for all projects must include schedule, costs (both initial and life cycle), technical obsolescence, feasibility, reliability of systems, dependencies and interoperability between this project and others, surety (asset protection) considerations risk of creating a monopoly for future procurements, capability of agency to manage the project, and overall risk of project failure. 

In addition, for IT projects risk must be discussed in the following categories 1) Organizational and Change Management, 2) Business, 3) Data/Info, 4) Technology, 5) Strategic, 6) Security, 7) Privacy, and 8) Project Resources. (Agencies may include others for IT, and may define the core set for other assets). For security risks, identify under the description column the level of risk as high, medium, or basic. What aspect of security determines the level of risk, i.e., the need for confidentiality of information, availability of information or the system, reliability of the information or system? 


	I.F. Risk Inventory and Assessment 

	Date Identified 
	Area of Risk 
	Description 
	Probability of 
Occurence 
	Strategy for
Mitigation 
	Current Status
as of the date
of this Exhibit 

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


	 
	 
	 

	1. What is the date of your risk management plan? 
	 
	


	I.G. Acquisition Strategy 


	1. Will you use a single contract or several contracts to accomplish this project? 

	

	1.A. If multiple contracts are planned, explain how they are related to each other, and how each supports the project performance goals. 

	

	

	2. What type(s) of contract(s) will you use (e.g. cost reimbursement, fixed-price, etc.)? 

	

	

	2.A. For cost reimbursement contracts, define risk not sufficiently covered by the risk mitigation plan to require this type of contract. 

	

	

	3. Will you use financial incentives to motivate contractor performance (e.g. incentive fee, award fee, etc.)? 

	

	

	4. Will you use competition to select suppliers?

	

	

	5. Will you use commercially available or COTS products, or custom-designed products?

	

	

	6. What is the date of your acquisition plan?

	

	

	7. How will you ensure Section 508 compliance?

	

	


	I.H. Project and Funding Plan 


	Is this project an Existing Baseline?

	I.H.1.  Description of performance-based system (PBMS):

Name the software program that meets ANSI/EIA Standard 748 that you will use, or are using, to monitor and manage contract and project performance? If the project is operational (Steady State) define the operational analysis system that will be used. IF the project is an IT service contract with both operational and system improvement aspects, EVMS must be used on the system improvement aspects of the contract and operational analysis on the operations aspects. Using information consistent with a work breakdown structure (WBS) approach, provide the following in all parts of this section. 

	

	


	I.H.2.  Original baseline  (OMB-approved at project outset): 

	A. What are the cost and schedule goals for this segment of phase or segment/module of the project (e.g., what are the major project milestones or events; when will each occur; and what is the estimated cost to accomplish each one)? Also identify the funding agency for each milestone or event if this is a multi-agency project. (This baseline must be included in all subsequent reports, even when there are OMB approved baseline changes shown in I.H.3). 


	Cost and Schedule Goals

	Description
	Planned

	
	Schedule
	Duration
	Planned Cost (BCWS)
	Funding Agency

	
	Start Date
	End Date
	Days
	Hrs.
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


	Part II:  Additional Business Case Criteria for Information Technology 


	

II.A Enterprise Architecture 


	II.A.1 Business 

	A. Is this project identified in your agency's enterprise architecture? If not, why? 

	Interior is in the process of developing a high-level Enterprise Architecture. To date, the Common Requirements Vision, the Conceptual Architecture and associated principles, and the draft Technical Reference Model have been established. The project is conducted in accordance with these documents, including any future revisions, and these documents will be included as requirements in any future contracts for this project. Any exceptions are noted in the subsequent questions related to the specific architecture layers. This project is consistent with the DOI Enterprise Architecture which serves as the basis for the Bureau's Enterprise Architecture. 

	

	B. Explain how this project conforms to your departmental (entire agency) enterprise architecture. 

	This project conforms to the Department Enterprise Architecture. The staff assigned to this project is also working directly with the Department OCIO to develop and enhance the Department architecture 

	

	C. Identify the Lines of Business and Sub-Functions within the Federal Enterprise Architecture Business Reference Model that will be supported by this initiative.

	· Business Area: Support Delivery of Services, Function: IT Management, Subfunction: LifeCycle/Change Management Business Area: Internal Operations and Infrastructure, Function Administration: Subfunction: Information Infrastructure 

	

	D. Briefly describe how this initiative supports the identified Lines of Business and Sub-Functions of the Federal Business Architecture.

	· Business Area: Support Delivery of Services, Function: IT Management, Subfunction: LifeCycle/Change Management Business Area: Internal Operations and Infrastructure, Function Administration: Subfunction: Information Infrastructure 

	

	E. Was this project approved through the EA Review committee at your agency?

	No 

	

	F. What are the major process simplification/reengineering/design projects that are required as part of this initiative?

	The major IT business processes improved through the implementation of EIM include: 

· Portfolio Management · Configuration Management · Enterprise Architecture/Infrastructure · Asset Management (including Change Management) · Security Management · Network and Systems Management · Problem Management (Event Management and Help Desk) · Public Key Infrastructure 

	

	G. What are the major organization restructuring, training, and change management projects that are required?

	Security Training Awareness BIA Configuration Management established BIA IT investment Review Board established 

	

	H. What are the Agency lines of business involved in this project?

	All BIA lines business including, Fire Prevention and Response, Law Enforcement, Education, Trust, and Social Services. 

	

	I. What are the implications for the agency business architecture?

	This project establishes the baseline, transition and target architecture for BIA. 


	II.A.2 Data 

	

	A. What types of data will be used in this project? 

	Constituent Trust data, laws enforcement investigation data, education data, and fire response data will be used. 

	

	B. Does the data needed for this project already exist at the Federal, State, or Local level? If so, what are your plans to gain access to that data?

	No. The data is at the Federal-level within the BIA. 

	

	C. Are there legal reasons why this data cannot be transferred? If so, what are they and did you address them in the barriers and risk sections above?

	Not Applicable 

	

	D. If this initiative processes spatial data, identify planned investments for spatial data and demonstrate how the agency ensures compliance with the Federal Geographic Data Committee standards required by OMB Circular A-16.

	This project will support the enterprise license maintenance cost ($100,000) for BIA licensed GIS software. 


	II.A.3 Application and Technology 

	

	A. Discuss this initiative/project in relationship to the application and technology layers of the EA. Include a discussion of hardware, applications, infrastructure, etc.

	This project will provide the system life cycle business processes, procedures, and tools to enable the business owners to define their business, data, application, and technology-security architectures. 

	

	B. Are all of the hardware, applications, and infrastructure requirements for this project included in the EA Technical Reference Model? If not, please explain.

	Yes. This Project will also be used to refine the EA Technical Reference Model. 


	II.B Security and Privacy 


	NOTE: Each category below must be addressed at the project (system/application) level, not at a program or a gency level, not at a program or agency level.  Referring to security plans or other documents is not an acceptable response. 

	

	II.B.1. How is security provided and funded for this project (e.g., by program office or by the CIO through the general support system/network)?

	

	

	A. What is the total dollar amount allocated to security for this project in FY04? 

	

	

	II.B.2. Does the project (system/application) meet the following security requirements of the Government Information Security Reform Act,
OMB policy, and NIST guidance? 

	

	

	A. Does the project (system/application) have an up-to-date security plan that meets the requirements of OMB policy and NIST guidance?  What is the date of the plan?  

	

	

	B. Has the project undergone an approved certification and accreditation process?  Specify the C&A methodology used (e.g., NIST guidance) and the date of the last review. 

	

	

	C. Have the management, operational, and technical security controls been tested for effectiveness?  When were most recent tests performed? 

	

	

	D. Have all system users been appropriately trained in past year, including rules of behavior and consequences for violating the rules?

	

	

	E. How has incident handling capability been incorporated into the system, including intrusion detection monitoring and audit log reviews?
Are incidents reported to GSA's FedCIRC? 

	

	

	F. Is the system operated by contractors either on-site or at a contractor facility?  If yes, does any such contract include specific security requirements required by law and policy?  How are contractor security procedures monitored, verified, and validated by the agency?"

	

	

	II.B.3. How does the agency ensure the effective use of security controls and authentication tools to protect privacy for those systems that promote or permit public access?  

	

	

	II.B.4. How does the agency ensure that the handling of personal information is consistent with relevant government-wide and agency policies. 

	

	

	II.B.5. If a Privacy Impact Assessment was conducted, please provide a copy to OMB. 


	II.C. Government Paperwork Elimination Act (GPEA) 


	II.C.1. If this project supports electronic transactions or record-keeping that is covered by GPEA, briefly describe the transaction or record-keeping functions and how this investment relates to your agency's GPEA plan                                       

	The activities of this project do not currently involve the collection or dissemination of recurring information to any agency, third party, or the public. The Government Paperwork Elimination Act does not cover the implementation of this project. 

	

	II.C.2. What is the date of your GPEA plan?

	01/01/1900

	

	II.C.3. Identify any OMB Paperwork Reduction Act (PRA) control numbers from information collections that are tied to this investment. 

	Not Applicable. 

	

	


